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1
Decision/action requested

This document proposes the conclusion on key issue #2. SA3 is kindly requested to approve this doc.
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Rationale

In TR 33.835 [1], key issue #2 is to solve the AKMA transport protocol problem, so as to enable wide use of AKMA for all kinds of IoT devices running specific application protocols, or even non-IP devices. Among existing solutions, the following solutions have addressed this key issue and can be analyzed as follows:
· Solution #2 and solution #3 propose to use user plane mechanism to enable interactions between UE and 5GC network. However, in order to satisfy key issue #2, these two solutions require UE and core network to support PANA and EAPoL protocols, which is an additional requirement to both UE and core network as evaluated in 6.2.3 and 6.3.3, and can not be satisfied by all the UEs in some cases.
· Solution #13 proposes to use control plane mechanism, namely to use NAS signalling for UE to interact with 5GC in AKMA procedures. This idea has no impact on the existing system except the definition of NAS signallings for AKMA, but this can be achieved in stage-3 work.
· Solution #5 proposes to apply oneM2M protocol binding mechanism in AKMA, but the solution itself lacks details design, and is not applicable to non-IP cases, thus this solution is not preferred.
· Solution #6 proposes to involve a protocol transfer gateway (APTG) in AKMA architecture to translate messages between UE and AAuF, this solution is also based on user plane. Although it solves the protocol problem, it brings complicated problems to operators while implementing this entity (for example, how many and which application protocol(s) should APTG consider to translate, how to design the mapping template between HTTP and application protocols, etc.), thus this solution is not preferred.

· Solutions #15, #19, and #23 propose that UE only need to interact with AKMA Application Function in order to use AKMA service, without the necessity to interact with any of network functions in 5GC. In this case, AKMA is applicable to all kinds of IoT devices whatever application protocols (HTTP, MQTT, CoAP, etc.) they are using.
Based on the above analysis, it’s proposed to conclude on key issue #2 as described below.
4
Detailed proposal

7.3 Evaluation and conclusion on interfaces and protocols
For key issue #2, it’s recommended to use the idea of solution #15, #19, #23 (i.e. to only have an AKMA related user plane connection between UE and Application Functions) to address the transport independent protocol issue. 
Note: The AKMA Application Function is replaced by Application Function here.
Editor’s Note: Conclusions for other relevant key issues or other aspects of interfaces and protocols are to be added.
